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STAT

STAT

STAT
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MEMORANDUM FOR:

FROM:

SUBJECT:

REFERENCE:

With regard

ADMINISTRATIVE - INTERNAL USE ONLY

DO/IMS 87-3.53/1
23 September 1987

Director of Security

Chief, Information Management Staff
Computer Security Policy

Memo frm D/OS to C/IMS, dtd 21 Sept 87, same subject

to the referenced memo, DO/IMS would like to

name

Chief of our Information Security Staff, to

represent our office in serving with your computer security policy

working group.

Attachment:
Reference

You can contact him on secure
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MEMORANDUM FOR: Deputy Director for Science and Technology
Director of Information Resources, DI
Chief, Information Management Staff, DO
Director of Communications, DA
Director of Information Technology, DA
Director of Logistics, DA

i

STAT FROM:

Director of Security

SUBJECT: Computer Security Policy

1. The Agency's expanded and growing use of increasingly
complex computer and computer-based technology raises a number
of security concerns. To keep pace with the use of computer
systems for processing sensitive information, this Agency must _
develop a mechanism to address these computer security concerns *
and to promulgate security policy in a timely fashion.

2. To this end, I am establishing a computer security
policy working group to report to the Technical Security Policy
Advisory Board (TSPAB). This working group is chartered to
identify and prioritize security concerns and recommend
security policy regarding office automation and automated
information systems. This working group may establish ad hoc
technical task forces to address specific issues.

3. I propose membership of the working group to come from
OIT, OC, DI/OIR, DS&T, DO/IMS and OL with Chief, Information
Security Group, OS, serving as its chairperson. Please name an

individual to represen is working group by 25
STAT September 1987. is the point of
STAT contact in the Office of Security and may be reached
OIAI
STAT

cc: C/CI/DO

OS 7 8038
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